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CHAPTER 1

Preface

Documentation Conventions

Before you start using this guide, it is important to understand the documentation conventions used

init.

Typographical Conventions

The following kinds of formatting in the text identify special information.

Formatting convention

Special Bold

Italics

Important

Note

Type of Information

Items you must select, such as
menu options, command buttons,
or items in a list.

Titles of modules, sections, and
subsections.

Used to emphasize the importance
of a point, to introduce a term or to
designate a command line
placeholder, which is to be
replaced with a real name or value.

An important note provides
information that is essential to the
completion of a task. Users can
disregard information in a note and
still complete a task, but they
should not disregard an important
note.

A note with the heading “Note”
indicates neutral or positive
information that emphasizes or
supplements important points of
the main text. A note supplies
information that may apply only in
special cases—for example,
memory limitations, equipment
configurations, or details that apply
to specific versions of a program.

Example

Navigate to the QoS tab.

Read the Basic Administration

module.

These are the so-called shared VEs.

To destroy a VE, type vzctl destroy

VEid.

Important: The device drivers
installed automatically during
Setup are required by your
system. If you remove one of
these drivers, your system
may not work properly.

Note: If Windows prompts
you for a network password at
startup, your network is
already set up and you can
skip this section.



Preface

Monospace

Preformatted

Preformatted Bold

CAPITALS

KEY+KEY

General Conventions

The names of commands, files, and
directories.

On-screen computer output in your
command-line sessions; source
code in XML, C++, or other
programming languages.

What you type, contrasted with on-
screen computer output.

Names of keys on the keyboard.

Key combinations for which the
user must press and hold down one
key and then press another.

Be aware of the following conventions used in this book.

e Modules in this guide are divided into sections, which, in turn, are subdivided into subsections.
For example, Documentation Conventions is a section, and General Conventions is a subsection.

* When following steps, or using examples, be sure to type double-quotes ("), left single-quotes

(*), and right single-quotes (') exactly as shown.
e The key referred to as RETURN is labelled ENTER on some keyboards.

Commands in the directories included into the PATH variable are used without absolute path names.
Steps that use commands in other, less common, directories show the absolute paths in the

examples.

Feedback

If you have found a mistake in this guide, or if you have suggestions or ideas on how to improve this
guide, please send your feedback using support@devtechgroup.com. Please include in your report
the guide's title, chapter and section titles, and the fragment of text in which you have found an

error.

Use vzctl start to start a VE.

Saved parameters for VE 101

# rpm -V virtuozzo-release

SHIFT, CTRL, ALT

CTRL+P, ALT+F4




CHAPTER 2

Introduction

About This Guide

This guide describes the integration of Symantec SSL with Plesk.

This document was developed by Devtech. For additional information, please contact
support@devtechgroup.com.

Audience

This guide is intended for:

* Administrators that use Plesk.

Terms and Abbreviations

HSP Hosting Service Providers

Ul/GUI User interface/graphical user interface
Control Panel (CP) Browser-based control panel.

API Application Programming Interface




Importing Symantec SSL Extension

To Import the Symantec SSL extension to Plesk:

1. Inthe control panel, go to Extensions
2. Click the Add Extension button.

3. Import the application from the local workstation, specify the path to the extension file using the
Browse... button.

4. Click the Ok button.

Install Symantec SSL extension using Extensions catalog
1. Inthe control panel, go to Extensions
2. Click on Extensions catalog button
3. Find Symantec SSL

4. Click on Install or buy now button

Licenses

It is not required to obtain an additional license to use the Symantec SSL extension.



Using the extension

Installing the free SSL certificate
1. Navigate to the Domains view.

2. Select the domain you want to install the free certificate for.

3. Click on the Symantec SSL button




Click on the Activate now button on the Basic SSL section.

fir Home

Symantec SSL

Hosting Servic

Input additional information in the order form and click the Activate certificate
button.

Symantec SSL

Administrator + @ Help




Purchasing SSL certificates

1. Navigate to the Extensions view.

2. Click on the Symantec SSL extension.

Server Management

1Y Toos & Settings

& Home Symantec SSL

Hosting Services. - Freduao

Administrator + @ Help -

L These SSL Certificates fulfill your requirements
@ Domains
™
m Plans

Server Management
EVERYWHERE Complementary DV OV Wildcard
Tools & Setting:
" —-—— Symantec
o8 Extensions.

© Worderess

My Profile
¥ Profie & preferen
P o ]

) Change view

‘/Symantec Secure Site Secure Site Wildcard Secure Site Pro Secure Site with EV. Secure Site Pro with EV



5.
6.

Select the domain for which you want to purchase the certificate.

Server Management
1Y Tools & Settings
w8 Extensions.
& wordpress
My Profile
W9 Profile & rences

P cha d

You will be redirected to the Plesk store, where you can complete the purchase.

In order to complete the purchased order see the instructions in the next sections.
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Managing certificate orders
Go to the upsell view:
1. Navigate to the Domains view.
2. Select the domain you want to install the free certificate for.

main Name Hosting Type Subscriber Setup Date v Renewsl Date Disk Usage Traffic

O 3
]

3

»
1

3. Click on the Symantec SSL button

Featured Applications A~
@ W
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4. Review orders and actions for each of them on the list below the certificate options

- L]
n: domain.com
Product 1D status Message Action
quick-sshpremium iliedready to order
e 2

To install a purchased order:

1. Order the purchased certificate by navigating on the list and clicking Order

Server Management

1Y Toos & Settings

e L]
8
n: domain.com
Product 1D status Message Action
quick-sshpremium iliediready to order Order
W | N 2
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Input additional information in the order form and click the Order certificate button.

Symantec SSL

Hosting Services

2 customers

Subscriptions
@ Service Plans
Server Management

1Y Tooks & Settings

af Extensions

& Wordp
My Profile
# Profile & Preferences

P —

7 Change View x e 3K 2

Wait for the certificate processing to finish.

jome ome:
fir 8
“ -

Hosting Services

A Customers

# subscriptions

@ Service Plans N

Server Management

1Y Tools & Settings

of Bxt

& Worde rders for domain: plesk1.devtech-labs.com

My Profile

8 Profile & Preferences Product code Product ID Status Message

wildcard ready to install
rapics ready to nstal

SecureSiteStarterWildcard secure-site-starter-wildcard certificate installed
SecureStestarter secure-ste-sarter centfcate installed
Ssuwebserver processing order
SsLwebServerev processing orcr
Truesz processing order

7 Change View x b ke 0K Ry 2

Administrator ~ @ Help +

milos.pejanovic + @ Help +

Action v
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When the processing is finished, the certificate can be installed by clicking on the

Activate now button in the order list.

I iodegrepdie

milos.pejanovic + @

fir Home
Hosting Services

L Customers

@ pomains

# Subscriptions
@ Service Plans
Server Management
Y Tools & Setting:

al Extensio

2

Wordpress
My Profile
4 Profile & Preferences

P Change password

@) Change View x

plesk we
EECY

fi Home
Hosting Services

2 customers

# s
[ service Plans
Server Management

1Y Tooks & settings

example.com example.co

main: plesk1.devtech-labs.com

Product code Product ID status Message
RapidssL rapid-ssiwidcard ready to instal

I Wowts seveos an excer
Piesse cneck ouinece!

Hame ansions

Symantec SSL

Please read and accept the terms and conditions:

SSL Certficate Subscriber Agreement

1OUMUST READ THIS sSL SUBSCRIBER AGREE ") BEFO! R o
(5 OR USING ANy SYMANTEC, GEOTAUST TRAWTE, OR AADIDSSL S5L CERTIEICATE {E YOU DO
ACREE T0 712 TERMS OF To1s ACREEVIENT, DO NOT ABPLY FOR ACCEPT, OR USE THE CERTIFCATE avm cx NG
CCEPT, BELOW OR 8 ACCEPTING OR USING A CERTIFICATE. YOU AGREE TO SECOME A PARTY
N

£ AP

AS USED IN THS AGREEMENT. -

SYMANTEC MEANS A5 EOLLOWS: (A) SYMANTEC CORPORATION. IF YOU AR
LOCATED IN TH APAN; OR (B) SYMANTEC LTD. IF YOU ARE LOCATED IN ELROPE
MIDOLE EAST, AFRICA UOING THAILAND: JAPAN) BLEAS HAT SYMANTEC RESERVES
THE RIGHT T TV PARTICPATING [N TS AGREEMENT BY NOTICE T0 YOU.

RESELLER IS AUTHORZ

ZED TO APPLY FOR ACCEPT, INSTALL

2760 ARE A CUSTOMIER OF A RESELLER (a5 DEFINED HEREIN). YOU REPRESENT AND WARRANT THAT YOUR

UTHORZING YOUR RESELLER TO U

AN, RENEW, AND, IE NECESSARY, REVOKE THE

o8 Extensions

& Wordpre:
My Profile

¥4 Profile & Preferences

P Change password

YOUR CERTIFICA
VT IEYOU DO NOT AGRES T0 THESE TERMS. corw.cr S

C
w\gzm’s‘w E S ZPHONE NUMBER So7 FORTH 14 SECTION 24 BELOW A WILL REVOKE THE
IE YOU ARE A RESELLER AND ARE ACTING AS THE AUTHORZED REPRESENTATIVE OF A CUSTOMER N APPLYNG FOR
A ERTIEICATE ¥OU REPRESENT AND WARRANT A5 SET 5 8.2 AND B.3. IF YOU ARE A RESELLES
AND ARE ASPLYING OATE T ACREEMENT APBLES T0 YOU I 115 ENTIRETY. EXCEST 20R
s

itio

Centificate A

of th

“intellectual Pr

Semfication Authority or "CA m =ansa«ewr/mnw.eu > Issue, suspend. or re
s Agr

scation” means a request 10 a CA for the issuance of a Ceruicate

Centificates. For purposes
I

h
Cerfiation Sractics Statement of ‘CPS- means 3 document, a5 revised from time to tme, representing 2

 oractices a CA 8mploys in ssuing Cartficates. Symantec s C25 5 publ
perty RERCS: Means a3y and all pow known of o
ot Imited 1 Unvegstered, United States and foreig

3. [0gos, inventions. patents, patent applications

zle
Ucensed Certficate Option” means thy

Ul roperty and proprietary rgnts (of

every kind and nature througNOUE the universe and however

9pton that grants 3 Subscriverthe ight o use a Certficate on one

obtain additional ce« ficate icenses for each physic

Oy e e o

3 Change View

woere« epm:edcm'\a-z' may otherwise resic OpUon sy ok b SUSRaDH
< Protection Plan meant the extended wasranty fogram OHered by symantee. as detaded in the

Relying Party” means an indiv dualof rganzatin thatacts i cellance on a Certficate andlor a digal sgnature
Reying party Agreement means a1 agree A Setting forth the terms and conditions under which
A X S EBTaion $1as 85 ol 8 PRty P o8 e Syt Reiying Party Agresment published in

the collection of documents located at the link for the repository which may be accessed from
the nomepage of the website from which you appled for your Certifate
esele” means an ntermet service provicer 3 systems Iniegrator 3 web host atechnical consufant an
T other enity that cotains Certlicates for re-saie
L means an slictronic mage festuring a Symantec ana/or (or, 35 applicable. a GeoTrust =
Thawte, or RapidSSL marki, which when displayed by you on your website indicates that you have purchased

Action v

milos pejanovic + @ Help +
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Filtering available certificates

1. Navigate to the Extensions view.

2. Click on the Symantec SSL extension.

Server Management

1Y Toos & Settings

w8 Extensions
& Wordpress
My Prafile

Administrator + @ Help -
Management

S Symantec SSL

Hosting Services. - Freduao

L These SSL Certificates fulfill your requirements
@ Domains
#* s
W Plans

Server Management
EVERYWHERE Complementary DV OV Wildcard
Tools & Setting:
" —-—— Symantec
o8 Extensions.

© Worderess

My Profile
¥ Profie & preferen
P o ]

) Change view

‘/Symantec Secure Site Secure Site Wildcard Secure Site Pro Secure Site with EV. Secure Site Pro with EV
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Configuring extension credentials
1. Navigate to the Extensions view.

2. Click on the Symantec SSL extension.

Administrator + @ Help -

fir Home

Hosting Services. -

ent -
1Y Tooks & Settings ) ' n

w8 Extensions.

& wordpress

e Like 20K a2

4. To update credentials select Enable credentials update checkbox.
5. Click Save.
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Removing the extension

1. Select the extension from extension list
2. Click remove button.

Note: Any purchased certificates that are not installed will be lost. All data associated to the extension will be removec
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